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PLANS

Enterprise Plan
Hybrid Encryption AES/RSA

Operating System (Windows, MacOSX, Android, iOS)

Transparent End-to-End Encryption

Virtual Disk

FIPS 140-2 Level 3 Certified PKCS11 Hardware Token

Zero Knowledge

Cloud Service

E-mail Encryption

Collaboration

Key Management

User Management

Policy Management

On Premise

Basic Plan Premium Plan

On our �
rve��� we only �tore 
data that identif�
��you ���� 
KRYPTOS u�
r and v�
����
� 
your lic
	�
. All other data �� 
encrypted on your device before 
�������r�	�ferred to our��
rver�.

ZERO KNOWLEDGE

Many more featur
� for 
enterpr��
�; corporate backup� 
u��	g a Golden Token, central 
u�
r management, policy 
cu�tomization�� auditing, 
on-premi�e in�tallatio	��for 
critical or regulated 
environm
	��.

ENTERPRISES

Outlook u�
r� c�	��
	���	� 
receiv
��
cure em��
� u��	g 
KRYPTOS without any 
knowledge of information 
�
curity or encryption. KRYPTOS 
doe� not change the day-to-day 
u�
r experience of Outlook. It 
ju�� ������	��Encryp���option to 
the Outlook ribbon and 
everything�

�
��� handled in the 
background by KRYPTOS.



With cloud �torage �
rvic
��becoming a ���	��rd for bu��	
��, ������
curity��� an incr
���	g concern for 
enterpr��
�. It’��clear that clou���torag
� either public or private aren’t exactly��� �
cur
������ey were made out to be.

By encrypting your data, you can add a layer of protection before they��ynchronize to the cloud. But who will hold 
the key�? No matter w�����
curity m
��ure you have, you can’t b
��ure where your data will end up w�
	��omeone 


�
 ��	�

����
 key�. KRYPTOS decoup

����
 data, that ����tored either on Dropbox, Google Drive, etc. or on your 
private cloud, and the encryption key� required to acc
�����.

WHEN YOU NEED DATA ENCRYPTION?

KRYPTOS mak
��u�
�of the mo����
cure 
encryption algorithm, to date. Therefore, KRYPTOS 
���co	���
red to be an “appropriate technical and 
organizational encryption m
��ure� to protect 
per�onal data according to EU-GDPR.

Process-oriented Measures EU-GDPR 
Implementation

With KRYPTOS, you do not need to change much in 

�����	g proc
��
�. A

���
�������� encrypted 
conveniently in the background.

“In order to m��	���	��
curity and to prevent proc
���	g in infringement of ���� regulation, the controller or proc
��or 
��ould evaluate the r������	�
rent in the proc
���	g and implement m
��ur
� to mitigate tho�
�r����, �uc���� 
encryption.� (EU-GDPR)

EU-GDPR  COMPLIANCE

Employees and Data Protection

KRYPTOS doe� not require any IT exper���
. There �� no 
���ruption to 
�����	g proc
��
� and employ

� are able 
to continue working eciently, right from day one u��	g 
KRYPTOS. Hence, you do not need to train your 
employ

���	�order to u�
��RYPTOS.



You can allow a colleague to acc
�� 
your protected f�

�/folder� �
curely, 
�
	�/receive �ecure em��
� and you 
can even create group��to manage 
file ���ring in larger environm
	��.

COLLABORATION

KRYPTOS wor�� via the local folder, 
managed by���
��ynchronization client 
of your cloud �torage provider. 
Therefore, it �� Cloud-Neutral and 
�
�mle��
y integr��
� with any cloud 
provider.

MULTI CLOUD

KRYPTOS cr
��
��� virtual hard drive 
that you can work on it �� if it were a 
USB thumb drive that automatically 
encryp�� it� co	�
	��. �����virtual 
hard drive becom
� a proxy for your 
encrypted data living in the cloud or 
in a networ�����re and prov��
� a 
�
�mle�� u�
r experience.

KRYPTOS encryp�� every file you put 
onto������virtual drive u��	g a unique 
per-file key, on your device, before it’� 
�ynchronized to�����final location. 
Per-file key� are encrypted u��	g your 
per�onal key����������tored �ecurely in 
a PKCS11 Hardware Token.

������ouble encryptio	��cheme 
utilizing AES and RSA prov��
����
 
hig�
���
evel of �
curity for your f�

�.

TRANSPARENT

END-TO-END ENCRYPTION

There �� no ���ruption to 
�����	g proc
��
���	� employ

� 
are able to continue working effciently, right from day one 
u��	g KRYPTOS. Hence, you do not need to train your 
employ

���	�order to u�
 KRYPTOS.

•  KRYPTOS do
��	ot require any IT exper���e
•  There �� no ���ruption to 
�����	g proc
��
���	�     
 employ

���re able to continue working effciently, right   
 from day one u��	g KRYPTOS
•  Hence, you do not need to train your employ

� in order to  
 u�
��RYPTOS

EASY FOR EVERYONE


